
	Seaside Boys

	The times have changed, and I now want to shake things up.
I heard about deep-sea opportunities some time ago, but at the time, it didn't seem feasible. Since then, robots have been installed in Bitcoin mining warehouses—a groundbreaking setup by an American startup some years ago—that allows for remote oversight and maintenance of mining rigs. This inspired me to go all in because, if it’s possible on land, why not underwater? 

	Ten weeks ago, I sold a solar-powered mining farm in Africa. My Bitcoin profits from the sale will be used to create a deep-sea park and to purchase a vessel I can live on. Currently, I am waiting for the transfer of ownership to be confirmed so that the discreet log contract (DLC) will trigger, releasing my Bitcoin from the sale.

	I also managed to bring some of my earlier investors into my new project, which started six months ago. 

	I've had this obsession with living at sea for years—disconnected from nations, regulations, and taxes.
There have been great initiatives for this, but no one has combined it with a deep-sea mining mission.
Research and development in this field are fascinating, and after years of testing, I feel ready. 

	I set up a test facility for shallow-water Bitcoin mining. It was part of the deal when I sold 10 weeks ago, but it taught me a lot.
The site was twenty meters deep—clear water, calm currents, close to the farm. 

	Four years ago, with help from the Mining Council and independent Bitcoin organization, I designed replicable, modular mining pods—each filled with 320 ASIC machines. These three 40-foot titanium alloy pods were pressure-rated, watertight, and equipped with passive seawater cooling loops that exchanged heat directly with the pod’s shell. They were tethered to a floating solar array and connected to land via an undersea fiber-optic cable and a backup power cable. 

	More recently, twenty months ago, I met Dr. Zhang, an AI engineer at a Bitcoin conference in Shenzhen—former DARPA researcher turned rogue technologist. 

	Together, we began developing a new system: one that could monitor, diagnose, and autonomously maintain and repair the mining rigs inside the pods in real-time, without human intervention.

	We exchanged knowledge with an American robotics startup that successfully maintained Bitcoin mining rigs using robots and AI, gaining many useful insights. Our setup includes ROVs outside the pods for external inspections and interventions, with autonomous robots inside handling internal maintenance and repairs.

	We successfully tested this system in shallow waters over the course of a year. However, retrieving the pods from the initial setup was costly and time-consuming. 

	 

	My key learnings include: 

	
		Maritime authorities are slow, and environmental impact assessments take longer than expected due to bureaucracy.

		Pods can go offline, and problems can occur—so expect the best and prepare for the worst.

		Microscopic leaks around cables require reinforcement.

		Pods will attract algae and barnacles, decreasing thermal transfer—antifouling agents are essential and effective.

		An inert nitrogen atmosphere inside the pods works very well.

		Onshore power routed via subsea cables can be unstable—before connecting the pods directly to the solar farm, I had issues with leased cables.

		Invest in uninterruptible power supplies (UPS)—voltage dips and outages cause ASICs to reboot, so UPS systems provide backup power and stabilize voltage.

		Design the pods for remotely operated vehicles (ROVs), or better yet, autonomous underwater vehicles (AUVs) and autonomous robots (ARs). Deploying and replacing pods in currents is challenging, so structural optimization is vital.

		Unwanted attention from local fishermen or pirates can be a concern.

		Surveillance—software, hardware, and physical security—is crucial. Standard security measures like encrypted telemetry, DNS proxies, motion sensors, and acoustic alarms are necessary.



	Overall, the operation has run relatively smoothly for years. I've collected valuable data, refined thermal models, and improved surveillance logs. Fortunately, there have been no incidents of trawlers, cable cuts, or piracy near the pods.

	This experience taught me that maintaining stable temperatures, using cheaper power, and achieving high hash rates is straightforward underwater. The ocean’s vast, free heat sink makes it different from hot land-based mining warehouses. 

	Into the Deep

	Over the past four months, we've focused on identifying the ideal “secret” seafloor, designing deep-water pods, and evaluating power sources. I supervised the process with a small team aboard a rented, decommissioned research vessel, and I began constructing the deep-sea Nodes—large mining pods rated for depths of up to 500 meters.

	Finding a stable, uninterrupted seafloor in international waters has been challenging. Deep ocean processes and marine ecosystems can impact our operations. With Dr. Zhang’s help and a secret Eurasian network, we used a clever approach: combining in-situ data from the north-central Indian Ocean with satellite imagery. These inputs were processed through convolutional neural networks, helping us identify the best potential sites. We then narrowed down these locations with our research vessel and rented ROVs. 

	Currently, I plan to combine floating solar and wave energy converters, along with a land-based cable for initial operations near the Maldives. The floating solar system provides about ten hours of free energy daily, while wave converters operate continuously. Due to delays with the wave energy systems, a land cable remains essential for now. Satellites will connect the nodes to the Bitcoin network. We evaluated and selected two satellite internet providers based on speed and latency, ensuring redundancy. 

	I’ve also explored tidal turbines and floating wind farms. At a conference, I was pitched on nighttime solar panels with radiative cooling—however, the energy output was unclear, and after calculations, the solution proved unfeasible for our full-time mining operation. Nighttime panels could power sensors, but we need a different setup for mining. 

	Our goal remains to operate in international waters—beyond the reach of governments and land-based threats. 

	It’s been more challenging than I anticipated. Different sources warn that problems in deep-sea environments are vastly different from shallow water. Deploying titanium pods at 500 meters presents unique difficulties. Remember, every approximately 10.33 meters of water depth, the pressure increases by about 1 atm; thus, pods must be incredibly robust, durable, and corrosion-resistant. While alternatives like duplex stainless steel exist, we opted for titanium based on extensive data. We have had to rework our cooling system and add insulation, since we now need to operate at water temperatures about 15°C lower than in shallow water. Deployment involves skilled teams using winches, cranes, and ROVs—understanding the complexities of submersion is crucial. 

	Piracy remains a concern. However, we have partnered with an international security team dedicated to safeguarding operations in international waters. They appear highly professional, utilizing direct encrypted satellite surveillance, advanced Underwater Wireless Sensor Networks (UWSNs), and having access to autonomous underwater vehicles (AUVs) powered by AI, as well as remotely operated vehicles (ROVs). This arrangement eliminates the need for us to purchase these assets upfront. Simultaneously, we conduct our own surveillance, as these contractors cannot always be fully trusted. I’m pleased that I managed the shallow water operations, as it has provided us with valuable insights into intelligence gathering and situational awareness.

	We plan to deploy various sensors on the pods and cables, including vibration, deformation, temperature, and intrusion detectors. Distributed acoustic sensors will monitor underwater activity, such as whale movements and potential threats like pirates. Additionally, we are considering the use of self-destruct chips in the pods—designed to fry ASICs if tampering is detected—serving as a last line of defense.

	The Leviathan Protocol
From my shallow-water operations, I learned that pods can fail, and retrieving them is costly and complex, as mentioned earlier. That’s where Dr. Zhang’s expertise is invaluable. Our shallow test was promising, but repairing pods at 500 meters depth is significantly more challenging.

	Looking ahead, I envision a deep-sea system that incorporates a self-sustaining AI system inside each pod, capable of monitoring temperature, voltage, pressure, and vibrations, coupled with improved detection of anomalies in ASIC performance. To enhance maintenance, we plan to deploy optimized autonomous AI micro-robots—tiny robots the size of crabs—that can crawl inside pods to clean, swap modular ASIC blades, or repair components. Additionally, we aim to enable a self-reconfiguring architecture that allows pods to reroute power and workload from faulty units.

	Our shallow-water tests proved fault detection within 30 seconds; we aim to reduce this to under 10 seconds with the new setup. 

	Eventually, we plan to expand with more pods, repair drones, subsea cameras for real-time streaming and backup power for sensors in case of electricity outages. Currently, we are exploring underwater laser power transfer solutions to supply power to sensors if cables are cut.

	According to Dr. Zhang, these pods could evolve into autonomous, organism-like entities—self-mining, self-repairing, self-defending—and eventually, self-aware. 

	The “Leviathan Protocol” is our code name for this system. We’ve run simulations where, for example, a rogue deep-sea trawler equipped with military-grade sonar attempts to intercept a pod. The AI detects the breach instantly, and within minutes, AUVs track and jam the trawler’s signals. The pod can even shut down and go dark, or—if necessary—attack using pre-programmed tactics like deploying torpedoes or laser-equipped drones launched from my vessel. 

	Ultimately, this system is designed to optimize survival with minimal human oversight. I see myself evolving into a custodian rather than a commander—observing, advising, but not controlling, as the network of pods becomes a distributed, aquatic intelligence—a subnet of the Bitcoin network itself, living beneath the sea. 

	Each pod, or “Sea Node,” will become self-mining, self-repairing, and self-defending—and, with time, potentially self-aware. This silent, eternal hum beneath the ocean will mine the future, block by block. 

	I can’t wait to become a sovereign hash rate state—perhaps with hundreds of pods pulsing with light—a living reef of digital life floating in the abyss. It’s closer than I ever imagined. Soon, my team and I will truly become the Seaside Boys!

	 


